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Laut der GoBD müssen geschäftliche E-Mails über eine bestimmte Aufbewahrungsfrist archiviert wer-
den und für zuständige Behörden einsehbar sein. Auch um später noch einmal auf wichtige Informatio-
nen zurückzugreifen, ist die sichere und zuverlässige Speicherung unerlässlich. Archiving sorgt für eine 
rechtskonforme, vollautomatische und revisionssichere E-Mail-Archivierung. 

	� Rechtskonforme, domänenweite E-Mail-Archivierung.

	� Zugang mit doppelter Kontrolle (Vier-�Augen-Prinzip) für �Prüfungszwecke.

	� Zeitlich begrenzter Prüfungszugang für externe Prüfer unter Beachtung der �gesetzlichen �Vor-
schriften.

	� Mehr Sicherheit durch mühelose, �revisionssichere �und rechtskonforme (GDPR, ISO) E-Mail-� 
Archivierung

WIE KANN IHNEN EMAIL ARCHIVING BEI DER SICHERHEIT IHRER E-MAIL UMGEBUNG 
HELFEN?

E-MAIL-DATENINTEGRITÄT & COMPLIANCE FÜR M365 UND ANDERE 
E-MAIL-SERVER.

ZUVERLÄSSIGE, UMFASSENDE FUNKTIONEN FÜR DIE SICHERE UND RECHTSKONFORME 
E-MAIL-SPEICHERUNG:

Verschlüsselung des Übertragungswegs zwischen Archiv und Mailserver per TLS: Soweit vom Mail-
server unterstützt, erfolgt die Verschlüsselung der Daten über TLS während des Transportweges, um vor 
Veränderungen der Inhalte und angehängten Dateien zu schützen.

Automatische Archivierung, unverändert und unveränderbar: Gemäß der revisionssicheren Archivierung 
werden alle ein- und ausgehenden E-Mails automatisch und in ihrer originalen Form direkt beim Eintreffen 
und Versand in den Rechenzentren von Hornetsecurity gespeichert.

Ausschluss einzelner Nutzer von der Archivierung: Zur Einhaltung von Datenschutzrichtlinien kann bei-
spielsweise der Betriebsrat von der automatischen E-Mail-Archivierung ausgeschlossen werden.

RevisionssicherRechtskonform Vollautomatisch 


